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中文摘要：

隨著網際網路快速發展，網路架構也日趨複雜，在無線網路環境與設備建置完備當下，無線網路安全的管理成為一個重要的課題，而資訊設備經費缺乏，且大部份的國小教師網路管理能力不足，因此筆者設計一套桃園縣國中小無線認證管理機制，讓各國中小教職員利用教育網路中心研習護照帳號密碼集中控管上網。

經過一年的線上實際測試、修正與效能分析，證實本機制能有效控管各校無線上網方式，降低網路濫用及病毒攻擊能力，提供各連線學校最佳無線上網品質。
Abstract:

With the rapid development of Internet, network infrastructure is becoming increasingly complex. After building up a complete wireless network environment and related equipments, wireless network security management turns into an important issue. Because of a lack of funds for maintaining IT equipments and most of the primary school teachers don’t have adequate network management capabilities, we design a Wireless authentication management mechanism for all elementary and junior high schools in Taoyaun. All staffs in this program can use their educational learning center passport account and password to surf the Internet and we can do concentrated possession at the same time.

After a year of online testing, modification and performance analysis, we confirmed that this mechanism can effectively manage school wireless Internet access, reduce network abuse and virus attacks and provide better quality of wireless Internet access.
